****

**МЕДИАБЕЗОПАСНОСТЬ**

Оставить ребёнка в Интернете без присмотра – всё равно, что оставить его одного в большом городе. Детское любопытство или случайный клик по интересной ссылке легко уведут его на опасные сайты.

**Какие опасности для детей таятся в Интернете**

 **Явные опасности**

Пропаганда насилия, экстремизм, агрессия, кибербуллинг, киднеппинг. К сожалению, в Интернете этого много. Социальные сети, форумы, чаты – всё это позволяет свободно вливать в детские умы подобную информацию, нанося непоправимый ущерб психике.

**Опасные молодёжные течения**

Подросший ребёнок будет обращаться в сфере его возрастной группы, которая часто так и называется – сложный возраст. Сайты всевозможных фанатов, социальные сети, объединяющие людей с неуравновешенной психикой в разного рода группы депрессивных течений и группы суицидальной направленности, толкают порой детей к суициду (буллициду) – всё это нужно заблокировать для ребёнка. Также опасение вызывает тот факт, что ряд экстремистских групп используют Интернет для распространения своих идей, пропаганды насилия в отношении национальных меньшинств и иммигрантов.

**Наркотики, алкоголизм**

Мы говорим нашим детям о том, что алкоголизм – это страшная болезнь, а наркотики убивают, но мы не говорим о том, что они вызывают чувство временной эйфории и что именно в этом кроется опасность. Это наша ошибка. Будьте уверены: об этом они узнают от сверстников, прочитают в Интернете, и тогда беда застанет их врасплох. Не допустите, что бы ложь опередила вас, найдите время и нужные слова, чтобы верно пояснить проблему.

**Секты**. Следите за тем, с кем и на каких сайтах общается ребёнок в

Сети. Проверяйте сообщества, форумы, чаты и сразу блокируйте подозрительные из них. Сектанты - вербовщики всегда принимают облик друзей и обещают что-то хорошее – разберитесь в вопросе сами, насколько это возможно. Не позволяйте встречаться с незнакомыми виртуальными собеседниками.

**Вирусы, трояны, обманщики**

Блуждая в Сети, очень легко заразить компьютер вредоносными программами, которые могут принести много проблем: кража паролей и прочей конфиденциальной информации, спам от вашего имени, хулиганство, вымогательство, угрозы – всё это может быть плодами вирусов.

**Рекомендации по медиабезопасности.**

1.Как можно **больше общайтесь** со своим ребенком, чтобы избежать возникновения Интернет-зависимости. Приобщайте ребенка к культуре и спорту, чтобы он не стремился заполнить свободное время компьютерными играми. Запомните! Не существует детей, которых бы не интересовало ничего, кроме компьютера. Помните! «Ребенку для полного и гармоничного развития его личности необходимо расти в семейном окружении, в атмосфере счастья, любви и понимания».

**2.**Существуют определенные механизмы **контроля пользования Интернетом**, например:

* размещать компьютер в общих комнатах, или быть рядом, когда дети пользуются Интернетом;
* совместное с ребенком пользование Интернетом;
* устанавливать специальные системы фильтрации данных, самостоятельно закрывающие доступ к определенной информации. Критерии фильтрации задает взрослый, что позволяет устанавливать определенное расписание пользования интернетом.

**3.** Научите детей **не оставлять** в публичном доступе **личную информацию**: контакты, фото, видео. Запомните принцип Интернет: «Все, что вы выложили, может быть использовано против вас».

**4.Станьте «другом»** Вашего ребенка в Соцсетях. Это Вам поможет контролировать виртуальные отношения ребенка с новыми «знакомыми» и «друзьями». Объясните ему, что другом должен быть только тот, кто хорошо известен.

**5.Контролируйте время**, которое Ваш ребенок проводит в Интернете.

Длительное времяпрепровождение в Сети может быть связано с «заигрываниями» со стороны педофилов, особенно в блогах, социальных сетях.

**6**. Несмотря на моральный аспект, периодически **читайте электронную почту ребенка,** если вы видите, что после прочтения почты Ваш ребенок расстроен, растерян, запуган.

**7.**Главное средство защиты от мошенника, педофила – ребенок должен твердо усвоить, что виртуальные знакомые должны оставаться виртуальными*.* То есть – **никаких встреч в реальном мире** с теми друзьями, которых он обрел в Интернете. По крайней мере, без родительского присмотра.

**9.**Средство защиты от хамства и оскорблений в Сети – **игнорирование** пользователя - ни в коем случае **не поддаваться на провокации**. Объясните ребенку, как пользоваться настройками приватности; как блокировать нежелательного «гостя»: добавить пользователя в «черный список», пожаловаться модератору сайта.

**10.** Для защиты компьютера от вирусов **установите специальные** для этого **программы** и периодически обновляйте их. Объясните ребенку, что нельзя сохранять на компьютере неизвестные файлы, переходить по ссылкам от незнакомцев, запускать неизвестные файлы, так как большая вероятность, что эти файлы могут оказаться вирусом или трояном.